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SECNAV INSTRUCTION 5510.36 CHANGE TRANSMITTAL 2

From: Secretary of the Navy
To: All Ships and Stations

Subj: DEPARTMENT OF THE NAVY (DON) INFORMATION SECURITY
PROGRAM (ISP) REGULATION

Encl: (1) Revised page 10-6 of Chapter 10

1. Purpose: To transmit a change to the DON ISP
concerning the requirements for the residential storage of
Secret and Confidential information.

2. Action: Remove page 10-6 of the basic instruction and
replace with enclosure (1).

Richard Danzig
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10-9 NON GSA-APPROVED SECURITY CONTAINERS

Immediately remove security containers manufactured by
Remington Rand from service and dispose of them under
accepted safety standards. Previously approved two- and
four-drawer Class 5 security containers manufactured by Art
Metal Products, Inc., are no longer authorized for the
protection of classified information.

10-10 RESIDENTIAL STORAGE

1. Top Secret information may be removed from designated
areas for work at home during off-duty hours only as
authorized by the SECDEF, the Secretaries of the Military
Departments, the Combatant Commander, and the CNO (N09N).

2. Secret and Confidential information may be removed from
designated areas for work at home during off-duty hours
only as authorized by the CNO (N09N), a Fleet Commander in
Chief, the Commander of the Naval Space Command, the
Commanders of the Naval Systems Commands, the Chief of
Naval Research, the Commandant of the Marine Corps, or the
Commanding General of U.S. Marine Corps Forces Atlantic or
Pacific.

3. A critical operational requirement shall exist for
consideration of such requests. A GSA-approved security
container shall be furnished for residential storage.
Additionally, Top Secret information shall be protected
with an IDS or comparable supplemental controls. Written
procedures shall be developed to provide for appropriate
protection of the information, to include a record of the
classified information that is authorized for removal.

10-11 REPLACEMENT OF COMBINATION LOCKS

1. Exhibit 10B is the priority list for replacing existing
mechanical combination locks with locks meeting Federal
Specification FF-L-2740. The mission and location of the
command, the classification level and sensitivity of the
information, and the overall security posture of the command
determines the priority for replacement of existing combination
locks. All system components and supplemental security measures
including IDS, automated entry control subsystems, video
assessment subsystems, and level of operations shall be evaluated


